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IMPORTANT NOTICES AND DISCLAIMERS CONCERNING NFPA
®
 STANDARDS

NFPA
®
 codes,  standards,  recommended practices,  and guides (“NFPA Standards”) ,  of which the document

contained herein is one,  are developed through a consensus standards development process approved by the
American National Standards Institute.  This process brings together volunteers representing varied viewpoints
and interests to achieve consensus on fre and other safety issues.  While the NFPA administers the process and
establishes rules to promote fairness in the development of consensus,  it does not independently test,  evaluate,  or
verify the accuracy of any information or the soundness of any judgments contained in NFPA Standards.

The NFPA disclaims liability for any personal injury,  property,  or other damages of any nature whatsoever,
whether special,  indirect,  consequential or compensatory,  directly or indirectly resulting from the publication,  use
of,  or reliance on NFPA Standards.  The NFPA also makes no guaranty or warranty as to the accuracy or
completeness of any information published herein.

In issuing and making NFPA Standards available,  the NFPA is not undertaking to render professional or other
services for or on behalf of any person or entity.  Nor is the NFPA undertaking to perform any duty owed by any
person or entity to someone else.  Anyone using this document should rely on his or her own independent
judgment or,  as appropriate,  seek the advice of a competent professional in determining the exercise of
reasonable care in any given circumstances.

The NFPA has no power,  nor does it undertake,  to police or enforce compliance with the contents of NFPA
Standards.  Nor does the NFPA list,  certify,  test,  or inspect products,  designs,  or installations for compliance with
this document.  Any certifcation or other statement of compliance with the requirements of this document shall
not be attributable to the NFPA and is solely the responsibility of the certifer or maker of the statement.

REVISION SYMBOLS IDENTIFYING CHANGES FROM THE PREVIOUS EDITION

Text revisions are shaded.  A Δ  before a section number indicates that words within that section were
deleted and a Δ  to the left of a table or fgure number indicates a revision to an existing table or
fgure.  When a chapter was heavily revised,  the entire chapter is marked throughout with the Δ
symbol.  Where one or more sections were deleted,  a •  is placed between the remaining sections.
Chapters,  annexes,  sections,  fgures,  and tables that are new are indicated with an N.

Note that these indicators are a guide.  Rearrangement of sections may not be captured in the
markup,  but users can view complete revision details in the First and Second Draft Reports located in
the archived revision information section of each code at www.nfpa.org/docinfo.  Any subsequent
changes from the NFPA Technical Meeting,  Tentative Interim Amendments,  and Errata are also
located there.

REMINDER: UPDATING OF NFPA STANDARDS

Users of NFPA codes,  standards,  recommended practices,  and guides (“NFPA Standards”)  should be
aware that these documents may be superseded at any time by the issuance of a new edition,  may be
amended with the issuance of Tentative Interim Amendments (TIAs) ,  or be corrected by Errata.  It is
intended that through regular revisions and amendments,  participants in the NFPA standards
development process consider the then-current and available information on incidents,  materials,
technologies,  innovations,  and methods as these develop over time and that NFPA Standards refect
this consideration.  Therefore,  any previous edition of this document no longer represents the current
NFPA Standard on the subject matter addressed.  NFPA encourages the use of the most current edition
of any NFPA Standard [as it may be amended by TIA(s)  or Errata]  to take advantage of current
experience and understanding.  An offcial NFPA Standard at any point in time consists of the current
edition of the document,  including any issued TIAs and Errata then in effect.

To determine whether an NFPA Standard has been amended through the issuance of TIAs or
corrected by Errata,  visit the “Codes & Standards” section at www.nfpa.org.
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Updating of NFPA Standards

Users of NFPA codes,  standards,  recommended practices,  and guides (“NFPA Standards”)  should be aware that these
documents may be superseded at any time by the issuance of a new edition,  may be amended with the issuance of Tentative
Interim Amendments (TIAs) ,  or be corrected by Errata.  It is intended that through regular revisions and amendments,
participants in the NFPA standards development process consider the then-current and available information on incidents,
materials,  technologies,  innovations,  and methods as these develop over time and that NFPA Standards refect this
consideration.  Therefore,  any previous edition of this document no longer represents the current NFPA Standard on the
subject matter addressed.  NFPA encourages the use of the most current edition of any NFPA Standard [as it may be amended
by TIA(s)  or Errata]  to take advantage of current experience and understanding.  An offcial NFPA Standard at any point in
time consists of the current edition of the document,  including any issued TIAs and Errata then in effect.

To determine whether an NFPA Standard has been amended through the issuance of TIAs or corrected by Errata,  visit the
“Codes & Standards” section at www.nfpa.org.

Interpretations of NFPA Standards

A statement,  written or oral,  that is not processed in accordance with Section 6 of the Regulations Governing the
Development of NFPA Standards shall not be considered the offcial position of NFPA or any of its Committees and shall not
be considered to be,  nor be relied upon as,  a Formal Interpretation.

Patents

The NFPA does not take any position with respect to the validity of any patent rights referenced in,  related to,  or asserted in
connection with an NFPA Standard.  The users of NFPA Standards bear the sole responsibility for determining the validity of
any such patent rights,  as well as the risk of infringement of such rights,  and the NFPA disclaims liability for the infringement
of any patent resulting from the use of or reliance on NFPA Standards.

NFPA adheres to the policy of the American National Standards Institute (ANSI)  regarding the inclusion of patents in
American National Standards (“the ANSI Patent Policy”) ,  and hereby gives the following notice pursuant to that policy:

NOTICE:  The user’s attention is called to the possibility that compliance with an NFPA Standard may require use of an
invention covered by patent rights.  NFPA takes no position as to the validity of any such patent rights or as to whether such
patent rights constitute or include essential patent claims under the ANSI Patent Policy.  If,  in connection with the ANSI Patent
Policy,  a patent holder has fled a statement of willingness to grant licenses under these rights on reasonable and
nondiscriminatory terms and conditions to applicants desiring to obtain such a license,  copies of such fled statements can be
obtained,  on request,  from NFPA.  For further information,  contact the NFPA at the address listed below.

Law and Regulations

Users of NFPA Standards should consult applicable federal,  state,  and local laws and regulations.  NFPA does not,  by the
publication of its codes,  standards,  recommended practices,  and guides,  intend to urge action that is not in compliance with
applicable laws,  and these documents may not be construed as doing so.

Copyrights

NFPA Standards are copyrighted.  They are made available for a wide variety of both public and private uses.  These include
both use,  by reference,  in laws and regulations,  and use in private self-regulation,  standardization,  and the promotion of safe
practices and methods.  By making these documents available for use and adoption by public authorities and private users,  the
NFPA does not waive any rights in copyright to these documents.

Use of NFPA Standards for regulatory purposes should be accomplished through adoption by reference.  The term
“adoption by reference” means the citing of title,  edition,  and publishing information only.  Any deletions,  additions,  and
changes desired by the adopting authority should be noted separately in the adopting instrument.  In order to assist NFPA in
following the uses made of its documents,  adopting authorities are requested to notify the NFPA (Attention:  Secretary,
Standards Council)  in writing of such use.  For technical assistance and questions concerning adoption of NFPA Standards,
contact NFPA at the address below.

For Further Information

All questions or other communications relating to NFPA Standards and all requests for information on NFPA procedures
governing its codes and standards development process,  including information on the procedures for requesting Formal
Interpretations,  for proposing Tentative Interim Amendments,  and for proposing revisions to NFPA standards during regular
revision cycles,  should be sent to NFPA headquarters,  addressed to the attention of the Secretary,  Standards Council,  NFPA,  1
Batterymarch Park,  P.O.  Box 9101 ,  Quincy,  MA 02269-9101 ;  email:  stds_admin@nfpa.org.

For more information about NFPA, visit the NFPA website at www.nfpa.org.  All NFPA codes and standards can be viewed at
no cost at www.nfpa.org/docinfo.
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NFPA®  730

Guide for

Premises Security

2020 Edition

This edition of NFPA 730,  Guide for Premises Security,  was prepared by the Technical Committee on
Premises Security.  It was issued by the Standards Council on November 4,  2019,  with an effective date
of November 24,  2019,  and supersedes all previous editions.

This edition of NFPA 730 was approved as an American National Standard on November 24,  2019.

Origin and Development of NFPA 730

The genesis of NFPA 730 was a request in 1994 to develop a burglary/security document.  The
project did not materialize until 2000,  when the Standards Council appointed a committee to
develop a premises security document.  The committee responded by developing two documents,
NFPA 731 ,  Standard for the Installation of Electronic Premises Security Systems,  and NFPA 730,  Guide for
Premises Security.

The 2006 edition of NFPA 730 updated references and made other minor modifcations.  The
chapter on Industrial Facilities was modifed to include key control measures,  security operations,
infrastructure protection,  and a new section on water treatment facilities.

The 2008 edition of NFPA 730 was updated to add new requirements for industrial security.
Specifcally,  new material was added for the protection of water treatment facilities.  Other changes
refected corrections,  updated references,  and clarifcations.

The 2011  edition updated many of the references.  The guide also added more material on crime
prevention through environmental design (CPTED) .  The majority of the other changes were
editorial in nature.

The 2014 edition was revised to update many of the referenced publications.  Section 4.3 was
revised to clarify some of the requirements of security planning,  including the prioritization of risks
identifed in the security vulnerability assessments (SVA)  and the frequency of when to review and
update the SVA.  This edition also added a graph that could be used as a guide to sort the risks
identifed in the SVA.  The responsibility for the SVA was clarifed,  and other changes relative to the
qualifcations of the SVA provider were addressed.  Section 8.4 also was revised to further detail both
the need and criteria for protective lighting.

The major changes to the 2018 edition included the following:

(1 ) All defnitions in Chapter 3 were reviewed and correlated with those of NFPA 731 ,  Standard
for the Installation of Electronic Premises Security Systems.

(2) The term key was replaced by key/credential throughout the document to provide for more
modern technology such as access control cards and other means for unlocking or locking
doors.

(3) Subsections 5.2.3 and 5.3.2 pertaining to security planning and SVAs were revised to
recognize that there are comparable security risk assessment methodologies and to provide
guidance for certifcation organizations in security or crime prevention.

(4) The terms lockdown,  lockout,  and shelter-in-place were added.  Paragraph 11 .1 .3.2 pertaining to
educational facilities,  colleges,  and universities was revised to provide for education and
training for these conditions and to provide for semiannual security-related drills.  Paragraph
11 .2.1 .3 addresses visitor identifcation.  Paragraph 11 .3.4.6 provides criteria for exterior
portal windows and sidelights.

The 2020 edition saw an alignment of defnitions between NFPA 730 and NFPA 731 ,  Standard for
the Installation of Premises Security Systems.  The defnitions of Chapter 3 have been reviewed and many
revised to ensure consistency with those of NFPA 731 .  Defnitions that are not used in NFPA 730 have
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been deleted.  The SI/metric conversions have been reviewed throughout the document,  and many values have been revised to
ensure conversion accuracy.

To provide greater security,  additional criteria have been added pertaining to credentials for visitors entering a facility.  The
defnition of educational facility has been revised to provide clarity relative to the requirements for K–12 and college and
university buildings.  Areas in the text have been addressed to provide information relative to foliage,  shrubbery,  and trees too
close to buildings that could pose security risks.  New criteria for network connectable products to address cybersecurity have
been added.
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This list represents the membership at the time the Committee was balloted on the fnal text of this edition.
Since that time,  changes in the membership may have occurred.  A key to classifcations is found at the
back of the document.

NOTE:  Membership on a committee shall not in and of itself constitute an endorsement of
the Association or any document developed by the committee on which the member serves.

Committee Scope:  This Committee shall have primary responsibility for documents on the
overall security program for the protection of premises,  people,  property,  and information
specifc to a particular occupancy.  The Committee shall have responsibility for the
installation of premises security systems.
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IMPORTANT NOTE: This NFPA document is made available for
use subject to important notices and legal disclaimers.  These notices
and disclaimers appear in all publications containing this document
and may be found under the heading “Important Notices and
Disclaimers Concerning NFPA Standards.” They can also be viewed
at www.nfpa.org/disclaimers or obtained on request from NFPA.

UPDATES, ALERTS, AND FUTURE EDITIONS: New editions of
NFPA codes, standards, recommended practices, and guides (i.e.,
NFPA Standards) are released on scheduled revision cycles.  This
edition may be superseded by a later one, or it may be amended
outside of its scheduled revision cycle through the issuance of Tenta‐
tive Interim Amendments (TIAs).  An offcial NFPA Standard at any
point in time consists of the current edition of the document, together
with all TIAs and Errata in effect.  To verify that this document is the
current edition or to determine if it has been amended by TIAs or
Errata, please consult the National Fire Codes® Subscription Service
or the “List of NFPA Codes & Standards” at www.nfpa.org/docinfo.
In addition to TIAs and Errata, the document information pages also
include the option to sign up for alerts for individual documents and
to be involved in the development of the next edition.

NOTICE:  An asterisk (*)  following the number or letter
designating a paragraph indicates that explanatory material on
the paragraph can be found in Annex A.

A reference in brackets [  ]  following a section or paragraph
indicates material that has been extracted from another NFPA
document.  Extracted text may be edited for consistency and
style and may include the revision of internal paragraph refer‐
ences and other references as appropriate.  Requests for inter‐
pretations or revisions of extracted text shall be sent to the
technical committee responsible for the source document.

Information on referenced and extracted publications can
be found in Chapter 2 and Annex G.

Chapter 1    Administration

1.1  Scope.    This guide describes construction,  protection,
occupancy features,  and practices intended to reduce security
vulnerabilities to life and property.

1 .1 .1    NFPA 730 is referred to herein as “this guide” or “the
guide.”

1 .1 .2    This guide should not supersede government statutes or
regulations.

1 .2*  Purpose.    The purpose of this guide is to provide criteria
for the selection of a security program to reduce security
vulnerabilities.

1 .3 Application.    The application of this guide is based on the
risk considerations determined in Chapter 5.

1 .4 Retroactivity.

1 .4.1    This guide applies to both new and existing buildings,
structures,  and premises.

1 .4.2    Existing buildings or installations that do not comply
with the provisions of the referenced documents should be
permitted to be continued in service.

1.5 Equivalency.    Nothing in this guide is intended to prevent
the use of systems,  methods,  or devices of equivalent or supe‐
rior quality,  strength,  fre resistance,  effectiveness,  durability,
and safety over those prescribed by this guide.

1 .6 Units and Formulas.

1 .6.1  SI Units.    Metric units of measurement in this guide are
in accordance with the modernized metric system known as the
International System of Units (SI) .

1.6.2 Primary and Equivalent Values.    If a value for a measure‐
ment as given in this guide is followed by an equivalent value in
other units,  the frst stated value should be regarded as the
standard;  the given equivalent value might be approximate.

1 .6.3 Conversion Procedure.    SI units have been converted by
multiplying the quantity by the conversion factor and then
rounding the result to the appropriate number of signifcant
digits.

Chapter 2   Referenced Publications

2.1  General.    The documents or portions thereof listed in this
chapter are referenced within this guide and should be consid‐
ered part of the recommendations of this document.

2.2 NFPA Publications.    National Fire Protection Association,
1  Batterymarch Park,  Quincy,  MA 02169-7471 .

NFPA 72®,  National Fire Alarm and Signaling Code®,  2019
edition.

NFPA 101®,  Life Safety Code®,  2018 edition.
NFPA 731 ,  Standard for the Installation of Electronic Premises

Security Systems,  2017 edition.

2.3 Other Publications.

2.3.1  BHMA Publications.    Builders Hardware Manufacturers
Association,  355 Lexington Avenue,  15th foor,  New York,  NY
10017.

ANSI/BHMA A156 Series,  Categories of Builders Hardware.

ANSI/BHMA A156.3,  Exit Devices,  2014.

Δ 2.3.2 UL Publications.    Underwriters Laboratories Inc.,  333
Pfngsten Road,  Northbrook,  IL 60062-2096.

UL 294,  Standard for Access Control System Units,  2013.

UL 305,  Standard for Panic Hardware,  1997,  revised 2012.

UL 437,  Standard for Key Locks,  2013.

UL 768,  Standard for Combination Locks,  2013.

UL 1034,  Standard for Burglary-Resistant Electric Locking Mecha‐
nisms,  2011 .

UL 2802,  Standard for Performance Testing of Camera Image
Quality,  2013.

UL 2058,  Outline of Investigation for High-Security Electronic
Locks,  2005.
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2.3.3 Other Publications.

Merriam-Webster's Collegiate Dictionary,  1 1 th edition,  Merriam-
Webster,  Springfeld,  MA 2003.

2.4 References for Extracts in Advisory Sections.

NFPA 72®,  National Fire Alarm and Signaling Code®,  2016
edition.

NFPA 731 ,  Standard for the Installation of Electronic Premises
Security Systems,  2017 edition.
NFPA 5000®,  Building Construction and Safety Code®,  2018

edition.

Chapter 3   Defnitions

3.1  General.    The defnitions contained in this chapter apply
to the terms used in this guide.  Where terms are not defned in
this chapter or within another chapter,  they should be defned
using their ordinarily accepted meanings within the context in
which they are used.  Merriam-Webster's Collegiate Dictionary,  1 1 th
edition,  is the source for the ordinarily accepted meaning.

3.2 NFPA Offcial Defnitions.

3.2.1*  Approved.    Acceptable to the authority having jurisdic‐
tion.

3.2.2*  Authority Having Jurisdiction (AHJ) .    An organization,
offce,  or individual responsible for enforcing the requirements
of a code or standard,  or for approving equipment,  materials,
an installation,  or a procedure.

3.2.3 Guide.    A document that is advisory or informative in
nature and that contains only nonmandatory provisions.  A
guide may contain mandatory statements such as when a guide
can be used,  but the document as a whole is not suitable for
adoption into law.

3.2.4 Labeled.    Equipment or materials to which has been
attached a label,  symbol,  or other identifying mark of an organ‐
ization that is acceptable to the authority having jurisdiction
and concerned with product evaluation,  that maintains peri‐
odic inspection of production of labeled equipment or materi‐
als,  and by whose labeling the manufacturer indicates
compliance with appropriate standards or performance in a
specifed manner.

3.2.5*  Listed.    Equipment,  materials,  or services included in a
list published by an organization that is acceptable to the
authority having jurisdiction and concerned with evaluation of
products or services,  that maintains periodic inspection of
production of listed equipment or materials or periodic evalua‐
tion of services,  and whose listing states that either the equip‐
ment,  material,  or service meets appropriate designated
standards or has been tested and found suitable for a specifed
purpose.

3.2.6 Shall.    Indicates a mandatory requirement.

3.2.7 Should.    Indicates a recommendation or that which is
advised but not required.

3.3 General Defnitions.

3.3.1*  Access Control.    The act of managing ingress or egress
through a portal by validating a credential or an individual.
[731,  2017]

3.3.2*  Accessible Opening.    An opening in a protected perim‐
eter.

3.3.3 Alarm.

3.3.3.1*  False Alarm.    Notifcation of an alarm condition
when no evidence of the event that the alarm signal was
designed to report is found.  [731,  2017]

3.3.3.2*  Holdup Alarm.    An alarm that originates from a
point where holdup protection is used,  such as a bank teller
window or store cash register.

Δ 3.3.4*  Annunciator.    A unit containing one or more visible or
audible indicators,  alphanumeric displays,  monitors,  or other
equivalent means in which each indication provides status
information about a circuit,  condition,  system, or location.

3.3.5 Area.

3.3.5.1*  Controlled Area.    A room, offce,  building,  or facility
to which access is monitored,  limited,  or controlled.

3.3.5.2*  Restricted Area.    A room, offce,  building,  or facility
to which access is strictly and tightly controlled.

3.3.6*  Capacitance Sensor.    A sensor that detects a change in
capacitance when a person touches or comes in close proximity
to an object.

3.3.7 Change Key/Credential.    See 3.3.26.1 .

3.3.8 Confdential Information.    See 3.3.24.1 .

3.3.9 Control Unit.    A system component that monitors inputs
and controls outputs through various types of circuits.  [72,
2016]

3.3.10 Controlled Area.    See 3.3.5.1 .

3.3.11  Deterrent.    Any physical or psychological device or
method that discourages action.

•
3.3.12*  Electromagnetic Lock.    A door lock that uses an elec‐
trically actuated magnetic attraction to secure the door.

3.3.13 Expanded Metal.    An open mesh formed by slitting and
drawing sheet metal,  made in various patterns and metal thick‐
nesses,  with either a fat or irregular surface.

3.3.14 Facility Classifcation.

3.3.14.1  Educational Facility.    A facility used for educational
purposes through the twelfth grade and facilities of colleges
and universities used by six or more persons for 4 or more
hours per day or more than 12 hours per week.

3.3.14.2*  Health Care Facilities.    Buildings,  portions of
buildings,  or mobile enclosures in which medical,  dental,
psychiatric,  nursing,  obstetrical,  or surgical care is provided.
[5000,  2018]

3.3.14.3 Industrial Facility.    A facility in which products are
manufactured or in which processing,  assembling,  mixing,
packaging,  fnishing,  decorating,  or repair operations are
conducted.

3.3.14.4 Lodging Facility.    Facilities that provide housing
and generally,  but not always,  food,  beverage,  meeting facili‐
ties,  retail shops,  recreational facilities,  and other services,
including but not limited to hotels,  motels,  motor hotels,
resort hotels,  inns,  country clubs,  and conference centers.

https://www.hsenode.com/NFPA/154781864/NFPA-730?src=spdf

